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Resources for social reintegration

What is cybersecurity?

Cybersecurity is like having special locks and alarms for your computer, tablet,
and all the things you do on the internet. It helps keep your information safe
from bad people who might try to take it, just like how a lock on your front door
keeps your home safe from intruders.

Imagine your computer is like a treasure chest, and your information is the
treasure inside. Cybersecurity is the shield that protects your treasure from
pirates (bad people on the internet) who want to steal it. So, always
remember to use strong passwords and be careful about what you share
online to keep your treasure safe!

Why is cybersecurity important ?

Cybersecurity is important because we don't want anyone to steal our secrets,
like our pictures, games, or even important grown-up stuff, like passwords and
bank information. So, cybersecurity is our digital guardian, helping to keep
everything safe and sound in the digital world!



(XY

How can | apply cybersecurity ?

)
Cybersecurity is like protecting your digital life from bad people on the

internet. Here's a simple way to apply cybersecurity:

Use Strong Passwords: Make sure your online accounts have strong, unique
passwords. Don't use "123456" or "password” as your password.

Update Software: Keep your computer, smartphone, and apps up to date.
Updates often include fixes for security issues.

Install Antivirus Software: Install antivirus software to protect your devices from
viruses and malware. It's like a digital immune system.

Be Careful with Emails: Don't open email attachments or click on links from
unknown sources. They might be traps.

Use Secure Websites: When entering sensitive information like credit card
details, make sure the website's address starts with "https:/ /" and has @
padlock icon.

Watch Out for Phishing: Be skeptical of messages asking for your personal
information. Scammers pretend to be trustworthy organizations.

Use Two-Factor Authentication (2FA): Enable 2FA whenever possible. It adds
an extra layer of protection by requiring a second code to log in.

Protect Your Wi-Fi: Secure your home Wi-Fi with a strong password to keep
unauthorized users out.

Backup Your Data: Regularly back up important files so you wont lose them if
something goes wrong.

IEducate Yourself: Learn about common online threats and how to recognize
them. Being aware is one of the best defenses.

Remember, just like you lock your front door to keep your home safe, you need

to protect your digital world from potential threats. Cybersecurity is all about
these steps to stay safe online.
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